
       Snapchat – If you  
abuse we will find you…  

The privacy policy of Snapchat clearly states that 

they collect IP addresses from all accounts. 

https://www.snap.com/en-US/privacy/privacy-policy/ 

Log Information.  We also collect log 
information when you use our website.  That 
information includes, among other things: 
details about how you’ve used our services. 

► Device information, such as your web 
browser type and language. 

► Access times. 

► Pages viewed. 

► IP address. 

► Identifiers associated with cookies or 
other technologies that may uniquely 
identify your device or browser. 

► Pages you visited before or after 
navigating to our website. 
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is your  

digital  

fingerprint 

Snapchat 



      Facebook and       Twitter   

Law Enforcement Can Subpoena  
“IP Addresses” 

On Social Media Apps, when users agree to the 

terms of service an account is formed and 

information is logged.  One piece of this information 

is a user’s IP address. 

If a user is posting a “Threat” or  
dangerous material a law enforcement 
official can subpoena that information and 
the IP address. 

The IP address is associated with a service 
provider, such as Verizon or ATT.  Using the 
IP address the law enforcement officer can 
subpoena the service provider to supply 
name and address of the person who pays 
for that specific IP address for a cell service 
or internet service. 

At that time, the law enforcement has all the 
information it takes to go to a specific home 
and both charge and apprehend the person 
responsible for the “threatening post.” 
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